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Develop a multi-functional security concept
Your professional installer will provide you with comprehensive information about data protection and data security in the Smart Home and an extensive and multi-functional security concept tailored to your individual building will be developed.
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Use contracts to protect your privacy
Your installer will inevitably gain knowledge of your personal data when carrying out the construction work. You should therefore conclude a written agreement with him beforehand on handing this data confidentially and securely.
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Ensure professional installation
Professional installation based on functional recommendations made by a certified building technology/IP technology training facility is certified by your installer.
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Use secure passwords
Secure passwords are set up on all devices according to the current requirements of the Federal Office for Information Security.
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Carry out regular updates
Together with your installer you will define a specific interval for new dates, on which the devices and systems will be regularly updated and upgraded to the latest security standard.
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Protect wireless networks carefully
The latest encryption type (WPA2) is set up for your wireless network.
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